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Fine Arts Setup Guide
This Classroom Setup Guide is prepared for a dream music lab at my high school. I found some great looking Pc’s for $189.97 ordered from TigerDirect.com. After careful consideration and evaluation I realized that this is not too difficult to do for this price. The Music Dept. can create a fundraiser to raise the money for a lab of 30 computers for less than $6000.00. we would be using the older monitors from a previous lab until funds were raised for new monitors, but at least the students can be making music.
Douglass Theater Computer Lab/Network Plan
In developing this proposal plan for my “dream lab”, I was guided by the following principles discussed in our class text: 

· The lab is to be used by several different classes with different needs and intentions of use. Therefore, the lab needs to have a variety of special software and equipment to fulfill these classroom requirements.

· The lab should be used for research and include up- to-date browser software with internet capabilities. Certain music/theater software programs are desirable for the use in this lab. 
· Technologies should include full access to sound equipment and audio sound cards included in each station.

·  Benefits of technology should enhance curriculum instruction. This would include the use of office software and printing technology access on all stations.

· Funding must be provided for installation, training, upgrading and support services. Technology is not a "one-time" issue. Permanent support is essential. 
· A plan and goal for continued fund-raising and grant writing for funding is essential throughout the school year.

· A class computer orientation program must be designed to encourage students to make full use of technology in their daily activities.

· Technology planning must carefully consider the various options available. Time must be allowed to review fully all aspects of the plan and its implementation. This includes all teachers planning on using the lab and a time allotted weekly meeting for technology discussions.
· Each beginning and ending school year should include a continued lab assessment for handling outdated and broken equipment. This planning needs to include a recovery and salvage plan for replacement of computer peripheral.  

 The Classroom Setup Guide is divided into two sections:

1.   Classroom Requirements — This section lists the hardware, software, and network and connectivity requirements to implement this course.

2.   Setup Instructions — This section includes the configuration requirements for both instructor and student systems and a detailed list of required software installation procedures.

	

	

	eMachines EL1200 Refurbished Desktop Computer – AMD Athlon 64 1.6GHz, 2GB DDR2, 160GB HDD, DVDRW, Vista Home Basic
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Item Number:

S445-10038
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Model:

RB-L-PT.NAE0Y.005
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List Price:

$299.99  

Instant Savings:

-  $110.02  
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Price: 
  $189.97
Top of Form
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Quantity [image: image13.wmf]

30




=  $5699.10
Tax exempt
Bottom of Form
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If Internet access is required (or preferred) for a class and the classroom is behind a proxy server, you may have problems downloading programs during classroom setup and completing certain labs during class. Most proxy servers already allow HTTP traffic. Difficulties may arise when you require additional services, such as e-mail, FTP, and program downloads.

The following two suggestions are offered.

1.   Talk with the network administrator at the location and make sure that:

a.   The classroom has proper access to all Internet-related protocols used in the class. 

b.   The IP addresses assigned to the computers in your classroom have permission to access the

Internet.

2.   Download all the required software (with proper licensing) for the course before you arrive at the site, and place the source files on the instructor computer. Students can then access all source files from shares that you create. Consider creating a CD with the required software source files. 

[image: image31.jpg]Classroom Requirements
This section lists the hardware, software and connectivity requirements to implement this course. Before class, the instructor should install and configure the instructor and student systems using the following instructions.

  Hardware
Each classroom (band, chorus, theater) should be equipped with an individual computer workstation for each student and the instructor. The following table summarizes the hardware requirements for all stations in the classroom lab.

Other equipment
The following additional equipment is necessary to complete the music labs.

•
Headset and microphone for each student system.

Software
The recommended software configurations for fine arts computers used to complete the music labs.

    •Ubuntu- Linux based free Operating System 

And (dual boot) configuration- Available download on USB Bootable jump drive

·  Microsoft Windows 7 — Typical installation. Disable the Windows Firewall before installation- available on CD rom from Microsoft when purchasing new computers for lab

Network and connectivity
Classroom computers will be part of the same local area network (LAN) used in all Atlanta Public Schools. 

•
Obtain valid IP addresses from a DHCP server.

•
If no DHCP server is available, obtain TCP/IP configurations from the network administrator, and manually configure each system.

Setup Instructions
Use the following procedures to set up the computers for class.

To set up the hardware
Set up the hardware according to the manufacturer's instructions. (Refer to the requirements listed in the

Hardware section of the Computer Operation Manual)

To install and configure Windows 7 and Ubuntu Linux Software
1.  Begin setup by setting the boot sequence for your computer so that it will boot from the CD drive, then insert the Windows 7 CD-ROM and reboot.

2.  Accept the licensing agreement 

3.  Use the following parameters to perform a typical installation of Windows 7 go to the Microsoft Web site after installation to download and install additional required files and installation items.

	When This Information Is Required
	Use

	Phase 1

	Where to install Windows 7
	Select or create a partition Windows and Ubuntu



	Specify file system and format
	NTFS

	Phase 2

	Regional and Language Options
	Customize for your location

	Name
	Your name

	Organization
	Atlanta Public Schools Fine Arts Building

	Product Key
	The CD Key for your copy of Windows 7

	Computer Name
	Instructor or StudentX (where X is the assigned student number, such as Student13)

Note: If several classrooms are connected, you may encounter name conflicts. If so, add a number or letter to the name. For example, name the instructor computer instructor1 and a student13 computer student13a.

	Type Administrator Password
	password (all lowercase letters) fapateacher

	Confirm password
	password (all lowercase letters) fapateacher

	Date and Time Settings
	Customize for your location

	Network Settings (Custom or Typical)
	Typical

	Workgroup or Domain
	Workgroup


Frederick Douglass High School Technology

 Repurposing and Disposal Policy

Disposal/Repurposing Policy 

Douglass High School Fine Arts Lab will follow all Atlanta Public School Technology Policies and Procedures

· The Douglass High School Fine Arts Lab will need to purchase additional items to expand and maintain the existing network and support technology in the classrooms.
·  Ongoing Fine Arts Lab Committee (Fine Arts Teachers) will determine software and hardware needs desired by the Fine Arts Teacher’s instructional plans for the current school year.
· Atlanta Public School District computer guidelines require new equipment be purchased with a 5 year warranty. 

· Technology needs will include a 4 year equipment replacement program to maintain a standard for equipment to support current student, staff, and administrative software needs.

·  Funding for the computer lab will be based on the Fine Art Annual Contribution List determined by the APS district music student enrollment.

· The Fine Arts Lab policy has identified an on-going need to replace and upgrade technology equipment on a regular, rotating basis. 

· The supporting lab committee made up of all Fine Arts Teachers will need to submit a request to the principal at the end of each school year for all desired technology upgrades and disposals.

· Upgraded computers still salvageable will be redistributed to each classroom for research and classroom use while the lab maintains the newer equipment.

· Student Inventory Committee (SIC) made up of Fine Arts Students will keep inventory numbers and computer logs of all software, equipment, peripherals, monitors, printers and other devises. 

· Any non-salvageable computers and components will be discarded by Atlanta Public Schools Technology Dept and discarded according to APS policy.

Frederick Douglass High School Technology
Hardware/Software Selection: The plan lays out minimal selections for hardware and software.

This technology lab discussion is based on the Atlanta Public School policies and procedures for implementing a "dream lab" into the Douglass High School Fine Arts Lab.
All Hardware and Software requirements must be approved by the Fine Arts Staff before installation. Music and Research software must align with classroom Lesson Plan Development based on MUSIC Standards.

 

Hardware

The goal of this process is to ensure that computer lab hardware is: 

1. Aligned to the goals and targets within the Fine Arts Lab Technology Plan; 

2. Technology is effectively integrated in daily instruction for all students and instructors of the Fine Arts Dept at Douglass High School.

3. Hardware is purchased that will allow for full access to all lab equipment and software requirements for all students.

4. Hardware must meet requirements for all classes in the Fine Art Departments including: Band, Chorus, Theater, General Music
Software 

The goal of this process is to ensure that software is: 

1. Aligned to the goals and targets within the Fine Arts Dept. and all instructional goals.

2. Technology and music software is effectively integrated in daily instruction.

3. Technology is compatible with our existing technology infrastructure, or that the appropriate accommodations may be explored 

4. Leverage technology investments for optimal return on investment 

Stakeholders

The School Technology Committee is the core of the software acquisition process. This committee will act as the facilitators of the discussion regarding technology needs, as well as the assessment of new products. The SRT Account Manager will work in concert with the School Technology Committee, guiding through every step of the software acquisition process. 

Process Steps
	Step
	Action
	Owner
	Facilitator
	Tools

	Identify the Need
	As the School Achievement Plan is developed, review the available technology, and determine if additional technology is needed or desired.
	Principal
School Technology Committee
	Principal or designee
	1. Software/Online Resource Rubric 

2. Hardware Rubric 

3. Completed Rubric: Online and/or Software 

	Assess
	Determine how the product will assist, enhance, and be integrated into the school’s instructional program (e.g., School Achievement Plan, etc.)
	Principal
School Technology Committee
	Learning Technology Specialist 
	1. School Achievement Plan 

2. School Technology Profile 

	Secure Funding
	Identify funding source
	Principal
	Principal
	1. School Budget 

2. General Fund 

3. Site Based Funds 

4. Title I Funding 

	Define Implementation Plan
	The implementation plan describes how this product/technology will increase student performance, improve/support the instructional program, and how data will be collected to show how this technology improves the instructional program, as well as address the more technical components of implementation such as hardware installation, etc.
	SRT Account Manager
Learning Technology Specialist
	SRT Account Manager
	1. Project Management Tools 

2. Technology Rubric 

	Obtain Approval
	Present recommendation for final approvals
	
	
	

	Complete Purchase
	Complete purchase of software and finalize contract negotiations.**Note: All contracts must be approved by an IT Director or above.
	Principal
SRT Account Manager
	SRT Account Manager
	1. District Procurement Process 

	Implement
	Execute implementation plan 
	School Technology Committee
	SRT Account Manager
	1. Project Management Tools 


If you have a need for software to support your instructional program, please contact your SRT Account Manager to initiate the assessment process. 

Software Acquisition Process

Information Technology is continuing to put in place processes that will allow us to determine strategies for making use of old, new and emerging technologies, and ensuring effective use and acceptable return on all our technology investments. To this end, we are putting in new controls to ensure that the technology infrastructure is consistent and stable. Based on this, we have instituted a Change Control Board within the Information Technology Department. This governance board requires that any new change to the APS network and production environment must have approval prior to implementation. This includes all new hardware and software applications.

The software acquisition process is a collaboration between the Information Technology and Learning Technology Divisions that will allow schools to select technology deemed significant to their respective instructional programs and needs, while ensuring the appropriate components are addressed, and the appropriate departments are informed and engaged - to facilitate smooth implementation and alignment with our technology infrastructure. 

All software purchases must follow the software acquisition process, and must receive approval from Information Technology Management (Director or above), and SRT Executive Directors, prior to purchase and implementation.
	Disaster Recovery

As a quick thought experiment, the next time you are in your data center, look around, and imagine for a moment that it is gone. And not just the computers. Imagine that the entire building no longer exists. Next, imagine that your job is to get as much of the work that was being done in the data center going in some fashion, somewhere, as soon as possible. What would you do?

By thinking about this, you have taken the first step of disaster recovery. Disaster recovery is the ability to recover from an event impacting the functioning of your organization's data center as quickly and completely as possible. The type of disaster may vary, but the end goal is always the same.

The steps involved in disaster recovery are numerous and wide-ranging. Here is a high-level overview of the process, along with key points to keep in mind.

Creating, Testing, and Implementing a Disaster Recovery Plan

A backup site is vital, but it is still useless without a disaster recovery plan. A disaster recovery plan dictates every facet of the disaster recovery process, including but not limited to:

· What events denote possible disasters

· What people in the organization have the authority to declare a disaster and thereby put the plan into effect

· The sequence of events necessary to prepare the backup site once a disaster has been declared

· The roles and responsibilities of all key personnel with respect to carrying out the plan

· An inventory of the necessary hardware and software required to restore production

· A schedule listing the personnel that will be staffing the backup site, including a rotation schedule to support ongoing operations without burning out the disaster team members

· The sequence of events necessary to move operations from the backup site to the restored/new data center

Disaster recovery plans often fill multiple looseleaf binders. This level of detail is vital because in the event of an emergency, the plan may well be the only thing left from your previous data center (other than the last off-site backups, of course) to help you rebuild and restore operations.
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Tip 

While disaster recovery plans should be readily available at your workplace, copies should also be stored off-site. This way, a disaster that destroys your workplace will not take every copy of the disaster recovery plan with it. A good place to store a copy is your off-site backup storage location. If it does not violate your organization's security policies, copies may also be kept in key team members' homes, ready for instant use.

Such an important document deserves serious thought (and possibly professional assistance to create).

And once such an important document is created, the knowledge it contains must be tested periodically. Testing a disaster recovery plan entails going through the actual steps of the plan: going to the backup site and setting up the temporary data center, running applications remotely, and resuming normal operations after the "disaster" is over. Most tests do not attempt to perform 100% of the tasks in the plan; instead a representative system and application is selected to be relocated to the backup site, put into production for a period of time, and returned to normal operation at the end of the test.
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Note 

Although it is an overused phrase, a disaster recovery plan must be a living document; as the data center changes, the plan must be updated to reflect those changes. In many ways, an out-of-date disaster recovery plan can be worse than no plan at all, so make it a point to have regular (quarterly, for example) reviews and updates of the plan.

Backup Sites: Cold, Warm, and Hot

One of the most important aspects of disaster recovery is to have a location from which the recovery can take place. This location is known as a backup site. In the event of a disaster, a backup site is where your data center will be recreated, and where you will operate from, for the length of the disaster.

There are three different types of backup sites:

· Cold backup sites

· Warm backup sites

· Hot backup sites

Obviously these terms do not refer to the temperature of the backup site. Instead, they refer to the effort required to begin operations at the backup site in the event of a disaster.

A cold backup site is little more than an appropriately configured space in a building. Everything required to restore service to your users must be procured and delivered to the site before the process of recovery can begin. As you can imagine, the delay going from a cold backup site to full operation can be substantial.

Cold backup sites are the least expensive sites.

A warm backup site is already stocked with hardware representing a reasonable facsimile of that found in your data center. To restore service, the last backups from your off-site storage facility must be delivered, and bare metal restoration completed, before the real work of recovery can begin.

Hot backup sites have a virtual mirror image of your current data center, with all systems configured and waiting only for the last backups of your user data from your off-site storage facility. As you can imagine, a hot backup site can often be brought up to full production in no more than a few hours.

A hot backup site is the most expensive approach to disaster recovery.

Backup sites can come from three different sources:

· Companies specializing in providing disaster recovery services

· Other locations owned and operated by your organization

· A mutual agreement with another organization to share data center facilities in the event of a disaster

Each approach has its good and bad points. For example, contracting with a disaster recovery firm often gives you access to professionals skilled in guiding organizations through the process of creating, testing, and implementing a disaster recovery plan. As you might imagine, these services do not come without cost.

Using space in another facility owned and operated by your organization can be essentially a zero-cost option, but stocking the backup site and maintaining its readiness is still an expensive proposition.

Crafting an agreement to share data centers with another organization can be extremely inexpensive, but long-term operations under such conditions are usually not possible, as the host's data center must still maintain their normal production, making the situation strained at best.

In the end, the selection of a backup site is a compromise between cost and your organization's need for the continuation of production.

Hardware and Software Availability

Your disaster recovery plan must include methods of procuring the necessary hardware and software for operations at the backup site. A professionally-managed backup site may already have everything you need (or you may need to arrange the procurement and delivery of specialized materials the site does not have available); on the other hand, a cold backup site means that a reliable source for every single item must be identified. Often organizations work with manufacturers to craft agreements for the speedy delivery of hardware and/or software in the event of a disaster.

Availability of Backups

When a disaster is declared, it is necessary to notify your off-site storage facility for two reasons:

· To have the last backups brought to the backup site

· To arrange regular backup pickup and dropoff to the backup site (in support of normal backups at the backup site)
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Tip 

In the event of a disaster, the last backups you have from your old data center are vitally important. Consider having copies made before anything else is done, with the originals going back off-site as soon as possible.

Network Connectivity to the Backup Site

A data center is not of much use if it is totally disconnected from the rest of the organization that it serves. Depending on the disaster recovery plan and the nature of the disaster itself, your user community might be located miles away from the backup site. In these cases, good connectivity is vital to restoring production.

Another kind of connectivity to keep in mind is that of telephone connectivity. You must ensure that there are sufficient telephone lines available to handle all verbal communication with your users. What might have been a simple shout over a cubicle wall may now entail a long-distance telephone conversation; so plan on more telephone connectivity than might at first appear necessary.

Backup Site Staffing

The problem of staffing a backup site is multi-dimensional. One aspect of the problem is determining the staffing required to run the backup data center for as long as necessary. While a skeleton crew may be able to keep things going for a short period of time, as the disaster drags on more people will be required to maintain the effort needed to run under the extraordinary circumstances surrounding a disaster.

This includes ensuring that personnel have sufficient time off to unwind and possibly travel back to their homes. If the disaster was wide-ranging enough to affect peoples' homes and families, additional time must be allotted to allow them to manage their own disaster recovery. Temporary lodging near the backup site will be necessary, along with the transportation required to get people to and from the backup site and their lodgings.

Often a disaster recovery plan includes on-site representative staff from all parts of the organization's user community. This depends on the ability of your organization to operate with a remote data center. If user representatives must work at the backup site, similar accommodations must be made available for them, as well.

Moving Back Toward Normalcy

Eventually, all disasters end. The disaster recovery plan must address this phase as well. The new data center must be outfitted with all the necessary hardware and software; while this phase often does not have the time-critical nature of the preparations made when the disaster was initially declared, backup sites cost money every day they are in use, so economic concerns dictate that the switchover take place as quickly as possible.

The last backups from the backup site must be made and delivered to the new data center. After they are restored onto the new hardware, production can be switched over to the new data center.

At this point the backup data center can be decommissioned, with the disposition of all temporary hardware dictated by the final section of the plan. Finally, a review of the plan's effectiveness is held, with any changes recommended by the reviewing committee integrated into an updated version of the plan.




Information Technology and Staff Development

This information was taken from the Atlanta Public Schools Technology Plan and will be integrated into my "Dream Lab" in the Douglass Fine Arts Computer Lab.

School Technology Development must be included for all student tech crews and Tech clubs. Students must also be credited by tech specialist to become part of the Fine Arts Computer Lab Team.

Nationally, Atlanta Public Schools is on the cutting edge with the implementation and use of technology in a K-12 environment. The Information Technology Division is responsible for supporting networks, computer and server systems, maintaining the secure and appropriate management of data, and for assisting schools in the use of technology to improve student achievement. All Teachers will be trained on any new technology integrated throughout the district as part of the requirement for technology staff integration initiative.

School Principals and Technology Specialists will be responsible for all planning, training, and staff development procedures and developments including:

Pre-planning on new technology- Maintenance and school system student info services
Post Planning on upgrades and system updates-
Student Grades and Behavioral Records
New Software Purchases for district required technology.

Integrated through staff development training days or teacher planning conferences- determined on an as-needed bases.

Today, technology encompasses desktop and laptop computers, enterprise software applications connecting instructional and operational functions, and a robust Wide Area Network (WAN) with wireless capabilities and telephone systems. Our network is capable of handling more than 88,000 email messages per day, a web site averaging 4.8 million hits per month, and more than 14,200 classroom computers. Our Mission is to aid in the achievement of student success and enhance the customer perception of Information Technology throughout Atlanta Public Schools by consistently delivering technology related projects on time, within budget, while exceeding customer expectations. 

 

The Information Technology Division has four key Strategic Objectives: 

1. Operational Efficiency and Effectiveness - Optimize performance and utilization of all technology resources (people, software, hardware, and infrastructure) and processes. 

2. Governance and Controllership - Implement a solid structure of relationships and processes to direct and control daily operations that complies with regulatory (District, State, and Federal) policies and reporting, and adheres to industry standards and "best practice." 

3. Customer Service and Employee Satisfaction - Understand, set, meet, and manage customer expectations in a professional manner, and facilitate a rewarding work experience for our employees. 

4. Enable an Innovative Learning and Working Environment - Facilitate collaborative partnerships that result in a technology environment that encourages exploration and engagement, supports active learning, and aids data-driven decision-making that transforms business operations. 
Our network is strategically designed to support teaching and learning to reach our district goal - student success!!! 
· Major technology milestones for Atlanta Public Schools include:
1948 WABE Radio signed on the air
1958 WPBA-TV began broadcasting
1985 First computers installed in schools
1996 Wide Area Network (WAN) established
1998 Federal E-Rate Program began
2000 Horizon School Nutrition Point-of-Sale software introduced
2001 Applied Technology Physics labs opened
2002 Lawson ERP System and SASIxp Student Information System deployed
2003 Voice-Over-Internet Protocol (VoIP) phone system installed
2006 21st Century Classroom Model deployed – 4,000 laptops deployed to all classrooms

DOUGLASS COMPUTER LAB AUP

The attached policy and an agreement form are to be distributed to all Fine Arts Computer Lab users. A signed agreement form must be on file for each student who wishes to use any computer in The Fine Arts Lab. In order for a user to be allowed access to the Internet, the user must also have the form signed by a parent/guardian and a sponsoring teacher. A list of users allowed to use the Internet will be distributed to all teachers.

No signed agreement form:

· No access to any Fine Arts computer.
User signature only:

· Access to the Fine Arts Computer Lab.

· User agrees to abide by the Acceptable Use Policy.

User signature, parent/guardian signature, & sponsoring teacher signature:

· Access to Fine Arts Computer Lab and the Internet, including E-mail.
· Parent agrees to take responsibility for his/her child’s behavior regarding use of the Fine Arts Computer Lab, and the Internet. 

· Sponsoring teacher agrees to instruct the user on acceptable use of and the proper etiquette on the Fine Arts Computer Lab and the Internet.
It is suggested that only Douglass Fine Arts Teachers whose assignments might allow for Internet research agree to be sponsors.
Douglass High School Fine Arts Computer Lab
Acceptable Use Policy for Computer Lab
And Internet
The use of the Internet must be in support of education and consistent with the educational objectives of the Atlanta Public School Board of Education. Users must also be in compliance with the rules and regulations of the Douglass High School Fine Arts policies.

As a computer user I agree to follow the rules in all of my work with computers while attending the Douglass Fine Arts Computer Lab:

I. I recognize that all computer users have the same rights to use the equipment; therefore, 

a. I will not play games or use the computer resources for non-academic activities when others require the system for academic purposes;

b. I will not waste or take supplies such as paper, printer ribbons, and diskettes that are provided by the school;

c. I will avoid excessive use of network hard disk space by removing any files when finishing up my work.

II. I recognize that software is protected by copyright laws; therefore,

a. I will not make unauthorized copies of software found on school computer by copying them onto my own diskettes or onto other computers through electronic mail or bulletin boards;

b. I will not give, lend, or sell copies of software to others unless I have the written permission of the copyright owner or the original software is clearly identified as shareware or in the public domain.

III. I recognize that the work of all users is valuable; therefore,

a. I will protect the privacy of others by not trying to learn their passwords;

b. I will not copy, change, read, or use files in another user’s area without that user’s permission;

c. I will not attempt to gain unauthorized access to system programs or computer equipment;

d. I will not create or introduce any virus which may destroy files or disrupt service to other users;

e. I will not download information onto the hard drives of any computer for permanent storage.

User, Parent, and Teacher must sign agreement form in order for student to have access to computers in the Fine Arts Computer Lab.

Douglass High School Fine Arts Computer Lab
Acceptable Use Policy for Computer Lab
Agreement Form

USER – Please sign and return to Fine Arts Teacher
I understand and will abide by the above Acceptable Use Policy for the Fine Arts Computer Lab.  I further understand that any violation of the regulations above is unethical and may constitute a criminal offense.  Should I commit any violation, my access privileges may be revoked, school disciplinary action may be taken, and/or appropriate legal action may be pursued.

User’s name (Please print):________________________________________________

Signature:_____________________________________________________________

Date: __________________________________ Grade:________________________

Parent – MUST be signed for Internet Access

I, the parent/guardian of _________________________________________, have read and discussed the above Fine Arts Computer Lab Acceptable Use Policy for Douglass High School with my child. I understand that this access is designed for educational purposes. Atlanta Public Schools have taken precautions to eliminate controversial material. However, I also recognize it is impossible to restrict access to all controversial materials, and I will not hold them responsible for materials acquired on the network. Further, I accept full responsibility for supervision if and when my child’s use is not in a school setting. I hereby give permission to issue an account for my child and certify that the information contained on this form is correct.

Parent/Guardian’s Name (Please print):______________________________________

Signature:_____________________________________________________________

Date: _________________________________________________________________

Teacher – MUST be signed for Internet Access

I agree to promote the Acceptable Use Policy with this user. Because the user may use the network for individual work or in the context of another class, I cannot be held responsible for the user’s use of the network. As the sponsoring teacher, I do agree to instruct the user on the acceptable use of the network and proper network etiquette.

Sponsoring Teacher’s Name (Please print):___________________________________

Signature: _____________________________________________________________

Date: _________________________________________________________________
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